**北京市政务信息安全应急处置中心**

**招聘公告**

北京市政务信息安全应急处置中心（北京市信息安全容灾备份中心）是经北京市政府批准成立的信息安全专业机构，成立于2008年5月。隶属北京市经济和信息化委员会，是全额拨款事业单位。

作为北京市电子政务信息安全应急体系的核心技术保障机构，中心主要负责开展北京市政务信息安全应急处置和资源协调、信息安全相关技术、标准及规范的研究工作。中心拥有一支从事信息安全领域研究、实践工作多年的高级专业技术人员、管理人员队伍，为提高北京市电子政务安全防护和抗毁能力，预防信息安全事件的发生，减少突发事件造成的损失，确保政府业务的持续性提供技术保障。

中心主要职责包括：

1.全市政务信息安全应急响应

2.全市政务信息安全监测与预警

3.全市信息安全容灾备份和应急恢复

4.市政府信息安全应急工作技术支撑

现因工作需要，面向2018年应届毕业生公开招聘，研究生以上外地生源可解决北京户口，具体信息如下：

**一、高级工程师 1名**

**岗位职责：**

1、涉及中心信息安全攻防研究、行业技术研究，提出合理化建议。

2、开展行业、地方标准申报与编制工作。

3、科研合作工作协调与开展。

4、项目管理与技术发展规划。

5、部门安排的其它工作。

**岗位要求：**

1、应届硕士研究生及上学历。

2、信息安全相关专业，了解信息安全产品及攻防工具，具备一定的数据分析能力。

3、具备独立的研究能力，能够对中心技术工作提出建议。

4、具备较强的文字能力，熟悉标准化及科技文献编写。

5、善于沟通，能够清晰表达个人观点。

**二、工程师 2名**

**岗位职责：**

1、负责政务信息安全监测预警系统巡检、系统升级、技术支持协调等相关工作；

2、负责政务信息安全监测预警系统运行的基础网络维护工作；

3、参与政务信息安全监测预警系统日常值守、运维、日志分析、漏洞验证等工作；

4、参与部门工作数据统计、报告编制、信息上报等相关工作。

**岗位要求：**

1、计算机、信息安全、信息系统管理相关专业本科及以上学历(北京生源应届毕业生)；

2、善于沟通，具有良好的组织能力和表达能力；

3、责任心强，工作细致、严谨；

4、熟悉TCP/IP协议和网络配置，具有CCNA证书者优先；

5、熟悉Linux操作系统的安装、配置、维护，能够独立搭建各类开源软件，具有RHCE认证者优先；

6、熟悉Mysql、oracle等数据库，具有一定SQL脚本编写能力；

7、熟悉WINDOWS 服务器的应用，熟悉 Windows AD 域的搭建和维护，具有微软MCSE证书者优先；

8、有相关工作、实习经验者优先。

联系人：邓月琴；联系电话：84371812 18201252959；

邮箱：dengyq@bjeit.gov.cn